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SENSOR NETWORK




WIRELESS COMMUNICATION
MADE EASY
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Coverage

10km cellular

1km
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Wireless technologies

802.16a FWA

802.11 WLAN
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IEEE 802.15.4

Caractéristiques Radio dans les réseaux de capteurs

® Norme ZigBee (IEEE 802.15.4 PHY)

La norme IEEE802.15.4a, adaptées aux réseaux de capteurs, au contréle industriel et aux dispositifs médicaux (CMI)

IEEE802.15.4 (couches 1 et 2):
Three bands, 27 channels specified

* 2.4 GHz: 16 channels, 250 kbps

¢ 868.3 MHz : 1 channel, 20 kbps

¢ 902-928 MHz: 10 channels, 40 kbps

Protocole Zigbee Bluetooth | Wi-Fi
IEEE 802.15.4 | 802.15.1 | 802.11a/b/g
Besoins mémoire 4-32Kb |250Kb+ |[1Mb+ .
Autonomie avec pile | Années | Jours Heures %
Nombre de nceuds 65 000+ | 7 32 : —
i) | _adEIN
Portée 100 m 10-100m | 300 m 17 b\‘ \ \
ALY

Lo

0 5 0 +5 +10 +15

® Comparaison entre les normes ZigBee, Bluetooth et Wifi
Signal-to-Noise Ratio (SNR)

K.C. Yao, CommRadio dans les RxCapteurs



THE RADIO SPECTRUM
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WSN ARE AD-HOC
NETWORKS

d INFRASTRUCTURE-LESS NETWORKS
d MANET (MoBILE ADHOC NETWORKS)




WIRELESS MEDIUM IS A
SHARED MEDIUM!

Collisions when multiple
transmissions

Need to control access to
the medium




MULTIPLE ACCESS SCHEMES

frequency

time

code

13 ORTHOGONAL SCHEMES:

UJ FREQUENCY DIVISION MULTIPLE ACCESS
(FDMA)

O TIME DIVISION MULTIPLE ACCESS (TDMA)

d CODE DIVISION MULTIPLE ACCESS

(CDMA) 10



FREQUENCY DIVISION
MULTIPLE ACCESS

Guard Band

SN YV

frequency

(J Each mobile is assiFned a separate frequency channel for the
duration of the cal

J Sufficient guard band is required to prevent adjacent channel
interference

J Usually, mobile terminals will have one downlink frequency
band and one uplink frequency band

] Different cellular network protocols use different frequencies

4 F:ce_quency is a precious and scare resource. We are running out
of it

11



TIME DIVISION MULTIPLE
ACCESS

FRAME j FRAME j+1 FRAME j+2
swnJ SLOT 2 I SLOT 3 I SLOT 4 I SLOT 5 I SLOT 6

Guard time — signal transmitted by mobile
terminals at different locations do no arrive
at the base station at the same time

TIME IS DIVIDED INTO SLOTS AND ONLY

ONE NODE TRANSMITS DURING EACH
SLOT

EACH USER IS GIVEN A SPECIFIC SLOT.
NO COMPETITION



CODE DIVISION MULTIPLE
ACCESS

(J Use of orthogonal codes to separate different transmissions

(d Each symbol of bit is transmitted as a larger number of bits using the
user specific code — Spreading

O Bandwidth occupied by the signal is much larger than the information
transmission rate

O But all users use the same frequency band together

JR— A ‘ Orthogonal among users

Data Signal

Pseudorandom Code

Transmitted signal:
Data Signal XOR with
— — — — — the Pseudorandom

T, 13




REVIEW OF COMMUNICATION
ARCHITECTURE

ﬁ

OSI Model TCP/IP Model

| NFS
FTP, Telnet

Application SMTP ... XDR

RPC

Application

Presentation

Transport l Transport TCP, UDP

Il

| Network ' Internet IP

]

‘ - ARP, RARP
Data Link

* Network HDLC, PPP, SLIP
Physical Access 802.X ...

MEDIUM ACCES
CONTROL




OTHER WIRELESS NETWORK
TECHNOLOGIES

d MOBILE PHONE
0 GSM (2G), EDGE (2.5G)
443G
JLTE, 4CG,...

Jd BLUETOOTH
dWIMAX

dWIFI1 80211

|

15



GSM (2G)

Downlink

Uplink

J

Duration of a TDMA frame = 4.62 ms R

1 2 3 4 5 6 7 .

[
|

time

8 Time Slots per frame

16



3G AND BEYOND

113G AND BEYOND USE CDMA
TECHNIQUES

spanish: | ¢ ' )
Span 'HOlqlm asja@

Hawallan: ;'\10]1(1
X

rencic Bonjour  gemn: Guten Tag
X Ia;:mw-'.e-.:'% E [;

e C120

igor: NUGNEH

'“ a‘i. |

1
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BLUETOOTH
€3 Bluetooth

1802.15:
PERSONAL AREA
NETWORK

0802.15.1-> 802.15.3

d MASTER-SLAVE,
PICONET
ORGANIZATION

d MASTER WILL
POLL SLAVES FOR
DATA




WIFI 80211

Access Point

|

./

dUSES CSMA/CA, ACONTENTION-
BASED ACCESS METHOD

19



CSMA/CA

d COLLISION AVOIDANCE WITH RTS/CTS TO
LIMIT THE HIDDEN TERMINAL PROBLEM

d DCF (DISTRIBUTED COORDINATION

FUNCTION)
d SIFS
u . | DATA
e sys | s1Fs AN A
LJ s i |
destination
u IBackoff
others

«—>
i random

NAV (Données)

wait

20



WHAT TECHNOLOGY FOR
WSN?

d TDMA IS POSSIBLE BUT WASTES A
LOT OF RESOURCES, DIFFICULT TO
SCALE

AdFDMA IS NOT VERY FLEXIBLE FOR
DYNAMIC, SPONTANEOUS AD-HOC
NETWORKS

dCDMA IS NOT VERY SUITABLE FOR
AD-HOC NETWORK, WITHOUT MASTER
OR BASE STATIONS

d WIFI CONSUMES A LOT OF ENERGY,
BUT THE CONTENTION-BASED

ACCESS SEEMS THE MOST SUITABLE
21



MEDIUM ACCESS CONTROL
IN [EEE 802.15.4

Y

Assemble
a Frame

-

Is the
Channel NO
Not Using IEEE 20211 Idle?
RTS/CTS Exchange

W ait for Random
Backoff Time

CTS Received?

Using |EEE 802.11 RTS/CTS Exchange

Transmit
Application Data

END



REVIEW OF
MEDIUM BUSY TIME

d DEPENDS ON THE RADIO
THROUGHPUT

Jd EXAMPLES WITH ATOO-BYTES PKT
d100 BYTES =800 BITS
d ETHERNET 1TOMBPS: 800/10.105=80UsS
d ETHERNET 100MBPS: 800/100.106=8Us
dWIFI MTMBPS: 800/10.106=72US
d WIFI 54MBPS: 800/54.106=14.8UsS
Q 802.15.4 350KBPS: 800/250.103=3.2MS

dIF3.2MS IS AT1O-METER BUS
0 72Us IS A 20CM RULE!
014.8US IS A4CM TOY CAR!

23



PRINCIPLES

d IEEE 802.15.4 MAC DEFINES THE
FOLLOWING DATA TRANSFER MODELS
d TO/FROM COORDINATOR NODE
Jd PEER-TO-PEER

d THE COORDINATOR MODE DEFINES A
STAR TOLOPOGY AND SEVERALS MAC
MECHANISMS CAN BE USED: BEACON
AND NON-BEACON MODE, GTS,...

O PEER-TO-PEER DATA TRANSFER MODEL
ALLOWS ANY NODE TO COMMUNICATE
WITH OTHER NODES PROVIDED THAT
THEY ARE IN (RADIO) COMMUNICATION

RANGE. NON-BEACON UNSLOTTED
CSMA/CA IS USED.

24



SUPPORTED TOPOLOGIES

o Star Topology Peer-to-Peer Topology
[ \
T / —0
@ PAN
/ o0 Coordinator
¢ ®
CooFr):i:ator @ Full Function Device
O O Reduced Function Device
<—> Communication Flow

Figure from IEEE document standard on 802.15.4

:First PAN Coordinator
:PAN Coordinators
- Device

ooe

Figure from IEEE document standard on 802.15.4



NON-BEACON UNSLOTTED

CSMA & CCA

NE=0
BE = macMinBE

Y

[

Delay for random
(28€ - 1) unit backoff
periods

¥

Perform CCA

Channel |dle?

NB=NB+1
BE = min{BE + 1, aMaxBE)

NB >
macMaxCSMABackoffs?

No

From Jennic

can be calculated as:

=7x320 us + 128 ps
=2.368 ms

The CCA detection time is defined as 8 symbol periods.
aUnitBackoffPeriod is defined as 20 symbol periods.
1 symbol period is equal to 16 ps.

InitialbackoffPeriod + CCA = (2° — 1) x aUnitBackoffPeriod + CCA

Initially, the back-off exponent BE is set to macMinBE. Using the default value of 3 for
macMinBE and assuming the channel is found to be free, the worst-case channel access time

From Jennid

A
BE e - - CWyyax

127 -

64 o

/
31
Success
15 o

7 T A2 F 2" 2" 9 7 CWyn -

DATA

spacing

26



Q

BEACON-ENABLED PAN

“THE STANDARD ALLOWS THE
OPTIONAL USE OF A SUPERFRAME
STRUCTURE. THE FORMAT OF THE
SUPERFRAME IS DEFINED BY THE
COORDINATOR.”

“THE SUPERFRAME IS BOUNDED BY
NETWORK BEACONS SENT BY THE
COORDINATOR (SEE FIGURE 4A)
AND IS DIVIDED INTO 16 EQUALLY
SIZED SLOTS. OPTIONALLY, THE
SUPERFRAME CAN HAVE AN ACTIVE
AND AN INACTIVE PORTION (SEE
FIGURE 4B).”

“THE BEACON FRAME IS
TRANSMITTED IN THE FIRST SLOT
OF EACH SUPERFRAME. IF A
COORDINATOR DOES NOT WISH TO
USE A SUPERFRAME STRUCTURE,
IT WILL TURN OFF THE BEACON
TRANSMISSIONS.”

a)

Frame Beacons

| &drtdkea|
Access Period

time

/Frame Beaccns\

Inactive Period

Figure 4—Superframe structure without GTSs

Figure and text from IEEE document standard on 802.15.4

27



BEACONS-MODE AND CAP

d “THE BEACONS ARE USED TO
SYNCHRONIZE THE ATTACHED DEVICES”

d “BEACON-ENABLED PANS USE A
SLOTTED CSMA-CA CHANNEL ACCESS
MECHANISM, WHERE THE BACKOFF
SLOTS ARE ALIGNED WITH THE START OF
THE BEACON TRANSMISSION.”

d “ANY DEVICE WISHING TO COMMUNICATE
DURING THE CONTENTION ACCESS
PERIOD (CAP) BETWEEN TWO BEACONS
COMPETES WITH OTHER DEVICES USING
A SLOTTED CSMA-CA MECHANISM.”

Text from IEEE document standard on 802.15.4

28



Slotted?

g Slotted CSMA

BE = Lesserof (2,
macMinBE)
BE = macMinSE In slotted CSMA-CA . the backoff period boundaries of every device in the PAN shall be aligned with the
k_ superframe slot boundaries of the PAN coordinator, 1.e., the start of the first backoff period of each device 1s
S—— aligned with the start of the beacon transmission. In slotted CSMA-CA. the MAC sublayer shall ensure that
PRIy the PHY commences all of its transmissions on the boundary of a backoff period. In unslotted CSMA-CA,
> the backoff periods of one device are not related in time to the backoff periods of any other device in the
: PAN.
Delay for random
(2%-1) unit
backoff periods
v Frame Beacons
Perform CCA on
backoff period

a) Contention
Access Period
— time’
Frame Beacons
CW=2, NB=NB+1, / \
BE = min(BE+1. CW=CW-1
aMaxBE)
b) - Active Period Inactive Period
" SRERERRRRRERE

es Yes
m Figure 4—Superframe structure without GTSs
Failure



HYBRID ACCESS

“FOR LOW-LATENCY APPLICATIONS OR APPLICATIONS REQUIRING
SPECIFIC DATA BANDWIDTH, THE PAN COORDINATOR MAY
DEDICATE PORTIONS OF THE ACTIVE SUPERFRAME TO THAT
APPLICATION. THESE PORTIONS ARE CALLED GUARANTEED TIME
SLOTS (GTSSs).”

“THE GTSS FORM THE CONTENTION-FREE PERIOD (CFP), WHICH
ALWAYS APPEARS AT THE END OF THE ACTIVE SUPERFRAME
STARTING AT A SLOT BOUNDARY IMMEDIATELY FOLLOWING THE
CAP, AS SHOWN IN FIGURE 5.”

“ALL CONTENTION-BASED TRANSACTIONS IS COMPLETED
BEFORE THE CFP BEGINS. ALSO EACH DEVICE TRANSMITTING IN
A GTS ENSURES THAT ITS TRANSACTION IS COMPLETE BEFORE
THE TIME OF THE NEXT GTS OR THE END OF THE CFP.”

Frame Beacons
/ \ GTS mode needs a PAN coordinator which will

allocate up to 7 GTS slots in the frame. Nodes can

1

reserved a given number of GTS slots to send data
to the PAN coordinator, which acts as the sink.

- Contention
 Access Period

Figure 5—Superframe structure with GTSs Figure and text from IEEE document standard on 802.15.4 30



Q

Q

SUPERFRAME DEFINITION

THE STRUCTURE OF THE SUPERFRAME IS DESCRIBED BY THE
VALUES OF macBeaconOrder AND macSuperframeOrder.

THE MAC PIB ATTRIBUTE macBeaconOrder , DESCRIBES THE
INTERVAL AT WHICH THE COORDINATOR SHALL TRANSMIT ITS
BEACON FRAMES. THE VALUE OF macBeaconOrder, BO , AND THE
BEACON INTERVAL, Bl, ARE RELATED AS FOLLOWS: FOR O=<BO <
14, Bl = aBaseSuperframeDuration * 2B0 SYMBOLS.

PANS THAT DO NOT WISH TO USE THE SUPERFRAME STRUCTURE
(REFERRED TO AS A NON BEACON-ENABLED PAN) SHALL SET
BOTH macBeaconOrder AND macSuperframeOrder TO 15. TRANSMISSIONS
USE UNSLOTTED CSMA/CA AND GTSS SHALL NO BE
PERMITTED.

Beacon
i CAP CFP —>ie—

GIS | GIS Inactive

[ol1l12131415161718]19]l10l11112]13]14]15

_ SD=aBaseSuperframeDuration*25° symbols
(Active)

Bl=aBaseSuperframeDuration*25° symbols

Figure and text from IEEE document standard on 802.15.4

31



BEACON, DATA AND ACK
FRAME STRUCTURE

Octets: 2 1 4or0 0350 k m n 2
MAC Frame | Sequence Addressing Audiay | g nerframe GTS Pendng
sublayer | Control | Number Fields Searty | Specification | Fields | A FeS
MHR MAC Payioad MFR
i |
Octets: (see ciause 6) 1 ! T+(dto24)+k+m+n
PHY Preamble | Start of Frame |Frame Length
layer Sequence Delimiter Reserved

PHR PHY Payload
(seeclause 6)+8+(4to24)+k+m+n

Figure 10—Schematic view of the beacon frame and the PHY packet

Octets: 2 1 2
MAC Frame |S FCs
sublayer | M
MHR MFR
. PHY dependent
Octets: (see clause 6) ! °
Start of Frame
PHY Preamble| cone | Length/
layer Sequence| pejimiter | Reserved
i SHR PHR PHY Payload
| (see clause 6) + 6
H

Figure 12—Schematic view of the acknowledgment frame and the PHY packet

Octets: 2 1 41020 0.5, t13.4|o or n >
o S | amn] e | Sy
MHR MAC Payload MFR
Octets: P('::e‘:::j:: :r)“ 1 5+(4to34)+n
PHY Preamble | Start of Frame Frame L.
layer | 59 Delimi !
SHR PHR PHY Payload

(seeclause6)+6 +(4to 34) +n

Figure 11—Schematic view of the data frame and the PHY packet

Figure and text from IEEE document standard on 802.15.4 32




802.15.4 MAC IS FAR FROM
PERFECT

d RADIO CIRCUITS, IF ALWAYS ON, CAN
CONSUME ALL THE BATTERY'S
ENERGY

QdWSN HAVE A VERY SPORADIC
BEHAVIOR: IDLE FOR A LONG PERIOD
OF TIME, THEN BURST OF DATA

d PASSIVE LISTENING, |I.LE. RECEIVING A
PACKET THAT IS NOT FOR YOU, CAN
CONSUMES AS MUCH AS ENERGY
THAN PACKET TRANSMISSION!

33



ENERGY CONSIDERATION

‘

.4 18720 JoOULES | 326018s or 90.5h

TX power Odbm: 17.4mA

P=IxV=17.4x3.3=57.42mW

{ =
:
m
-

E=Pxt->t=E/P

-
r

Milirss=g
== R = Haven't considered:
Lr Ei i it i 11.-.‘ Ei" :
. | | Sorited | - |
B2 301 820e 22 el Baseline power consumption of
C [uegnrroducts e ce2420 2; iiﬂiﬁ:nm: 18.8mAl
Parameter e e e Image capture consumption
Current Consumption, . '
wansmit mode: Image processing consumption
P =-25dBm 85 mA The output power is delivered
P =-15dBm 29 mA differentially to a 50 Q singled
P =-10 dBm 1 mA ended load through a balun, see
P =-5dBm 14 mA also page 55.
P=0dBm 174 mA




Duty-cycled MAC
based on CSMA(/CA), with optional
beacons



PRINCIPLES

0 ALTERNATE « LISTEN » AND « SLEEP » PERIODS. IN
« SLEEP » PERIOD, THE RADIO IS SHUT OFF TO SAVE

ENERGY

d NOTE: MOST OF DUTY-CYCLED MAC MEANS DUTY-
CYCLING THE RADIO MODULE, NOT THE MAC MODULE

0 OPTIONAL BEACONS CAN BE USED AS A « PREAMBLE »
TO INFORM THE RECEIVER OF IMMINENT DATA PACKET
ARRIVAL. THIS PREAMBLE LENGTH SHOULD USUALLY BE
AT LEAST LONGER THAN THE SLEEP PERIOD (CF LPL)

listenInterval sleeplInterval

cyclelLength=listenInterval+sleepInterval
listenInterval=dutyCycle*cyclelength -> cyclelLength=listenInterval/dutyCycle

sleepInterval=listenInterval/dutyCycle-listenInterval
-> sleepInterval=listenInterval* (1-dutyCycle) /dutyCycle

36



—__—_-—__—__—_-—__—__—_-—_——_——_-—_——_——_-—__)

= CLEAR, send beacons before DATA

EXAMPLE WITH OPTIONAL

If carrier sense ==

BEACONS

—
Network module

CS remainingBeaconsToTx- (int)ceil (sleepInterval*beaconIntervalFraction/beaconTxTime) MAC module
— o - geeeggeeeeeeeggeegeeee EEEEEEEEEEEE)
I I I 11 l O<beaconlintervalFraction<1,
could improve the way
listen beacons are sent: back-to- Radio module
back, following a given pattern. SENDER
) —
SHEEEE
© ©| ©® © © X
(R B R R O b (5
o} o) ol e} Ne)
>
H<18) D peavaiinge peckantothatisteit/sleep pattern
RECEIVER
oen a Y=o a N - Radio mOdUIe
cl C <
28l &
Eeeggewwg — EEEEEEEEEEEEEEEEEEEEEEEEEEEEEE)
If not in TX suspend the duty-cycled behavior, cancel any pending CS MAC module
S = W W= W= W= W= . __—_—_——_—_—_—_——_—_—_—_——_—_—_—_—>
Network module
=

Therefore, extending the listen

period to get the data.

37



MULTI-HOP IS CHALLENGING!

|
i'»\_ b
- o

= 1\

L

sleep listen sleep

listen sleep listen sleep listen

sleep sleep

licten sleep listen sleep



Synchronized MAC:
SMAC, TMAC,...



S-MAC - SENSOR MAC

J NODES PERIODICALLY SLEEP SUCH
AS DUTY-CYCLED APPROACH

J PROPOSES A SYNCHRONIZATION

MECHANISMS BETWEEN
NEIGHBORING NODES TO LEVERAGE

THE ISSUES RELATED TO
UNSYNCHRONOUS DUTY-CYCLED
APPROACHES

d SYNCHRONIZATION ISSUES CAN
BECOME TOUGH, NODES CAN BE
SYNCHRONIZED TO 2 MASTERS

40



SYNCHRONIZED SCHEDULE

d IF A NODE RECEIVES A SCHEDULE FROM
A NEIGHBOR BEFORE CHOOSING ITS OWN
SCHEDULE, IT JUST FOLLOWS THIS
NEIGHBOR' S SCHEDULE.

d THIS NODE IS CALLED A FOLLOWER AND
IT WAITS FOR A RANDOM DELAY AND

BROADCASTS ITS SCHEDULE.

d IF A NODE RECEIVES A NEIGHBOR'S
SCHEDULE AFTER IT SELECTS ITS OWN
SCHEDULE, IT ADOPTS TO BOTH
SCHEDULES AND BROADCASTS ITS OWN
SCHEDULE BEFORE GOING TO SLEEP.

d FOLLOWER NODES CAN HAVE 2
MASTERS TO ENABLE DATA TRANSFERS
BETWEEN PARTS OF THE NETWORK

42



SYNCHRONIZING WITH
SCHEDULES IN IMAGE

listenTimeout sleepInterval
T0 Tl
frameTime

Sleep Radio module
SYNCHRONIZER

[\N
SYNC_TMAC_PACKET (T1)
\

LN

! \
\ \
1

\
\SYNC \TMAC_PACKET (T1)

sleep Radio module
FOLLOWER

|
\
\
|
\
\
|
\
\
\
\

1
SYNC_TMAC_PACKET (T1)
v

l

Radio module
FOLLOWER

S|eep Radio module
SYNCHRONIZER

43
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Low Power Listening MAC:
LPL, BMAC, XMAGC, ...



PRINCIPLES

d LOwW POWER LISTENING USUALLY
REFERS TO THE USAGE OF A
PREAMBLE TO ANNOUNCE AN
IMMINENT DATA PACKET

d CAN BE SIMILAR TO DUTY-CYCLED
WITH BEACON PACKET, BUT STRICTLY
SPEAKING, LPL NEEDS RADIO
CAPABILITIES TO LISTEN FOR THE
PREAMBLE WITH A LOWER ENERGY
CONSUMPTION

J NEED TO DISTINGUISH PREAMBLE
FROM NOISE FLOOR

50



LPL ILLUSTRATED

P bl .
——— Time

Time

f;t-,j Time

From R. Kuntz 51



B-MAC

* Berkeley-MAC, based on LPL
* Improved LPL with Clear Channel Assessment

 Measures the SNR by taking a moving average when there seems to
be no traffic

* Reduces the number of false negative

 Known problems - " preamble

Time
* Long preamples are
constly for the sender

* High cost of collisions

due to long preamples ,9]“ 1 |. > Time

e Still the overhearing
problem

Time




Overhearing avoidance

Destination Header
I

S

A 0 P 12 I A A A A B 2 P A T A
ffffffﬁﬁ,//iii —
Sender )’ AN R

Recipient ' |

Neighbor '

JInclude destination address in short preambles

JNon-receiver avoids overhearing

53



18959999 -
Sender _
AC

Recipient )'
Neighbor )’

Early ACK

Destination

Header

K

Receiver acknowledges preamble - Sender

I stops sending preamble

54



LOT'S OF VARIANTS!!

Tx

1.Basic LPL

Overhearing

3.Short Preambles
Data Tx Start
Tx

il

Overhearing

4.Short Preambles
Early ACK
Tx

Rx

Overhearing

5.5hort Preambles
Dual Sampling
Tx

il

Overhearing

t

ITi'ansmitting I:IReceiving I:I ldle Listening  Sleeping

55



LOT'S OF VARIANTS, CON’T

d PACKET-DEPENDENT BEHAVIOR

A DUTY-CYCLE LENGTH ADAPTATION
0 BASED ON TRAFFIC LOAD
0 BASED ON TOPOLOGY INFORMATION

d ADAPTED FOR BROADCAST TRAFFIC
0 HASH OF DATA IN SHORT PACKETS
U IDENTIFY « BEST » RECEIVER FOR EARLY
ACK
d COMBINED WITH SYNCHRONIZED
APPROACHES

56



CHALLENGES FOR MAC
PROTOCOLS IN WSN (1)

g

UJ ENERGY EFFICIENCY
d LOW LATENCIES

d FAIRNESS

A CHALLENGE FOR MISSION-CRITICAL
APPLICATION




CHALLENGES FOR MAC
PROTOCOLS IN WSN (2)

dSYNCHRONOUS MAC
0 ADDS LATENCY
O DIFFICULT TO MAINTAIN SYNC ALONG THE
PATH
d DUTY-CYCLE LENGTH ADAPTATION
OdHOW TO ADAPT?

0 BOTH TRAFFIC-BASED OR TOPOLOGY-
BASED DO NOT TAKE INTO ACCOUNT
CRITICALITY

58



IMAGE SENSORS FOR MISSION-
CRITICAL SURVEILLANCE

O

o O O O

O O

Q (B S SUIRURt ol it e ma

dINTRUSION DETECTION,
IDENTIFICATION, DISAMBIGUATION

0 SITUATION AWARENESS




OUR CURRENT RESEARCH
ON MAC LAYER

A DuUTY-CYCLED MAC

U LINK THE LISTENING TIME TO THE
CRITICALITY MODEL

Neighbors of a sentry nodes
should have longer listening time.
Can optimize for nodes on the
path to the sink.




NODE’'S COVER SET

Co(V)=H{
{V1},

{V,, V3, Vo3, Vi

{V;,V,, Vs}, ;
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CRITICALITY MODEL (1)
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Criticality level between 0...1 and define how fast a

node should capture depending on its cover-set size
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CRITICALITY LEVEL AND
DUTY-CYCLE
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Each neighbors of a sentry node may have different
listening time depending on the size of their respective
cover-set.




QUESTION?
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www.univ-pau.fr/~cpham/iWEB/RESSACS13



